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Abstract
Android is the dominant mobile platform worldwide. My group has deve-
loped a variety of analyses aimed at improving Android’s reliability and
security. First, we will show how ”software repository mining” can reveal
common classes of errors in mobile apps. Second, we describe VALERA, a
record-and-replay approach that helps developers or users with a variety of
tasks, e.g., reproducing executions, finding and fixing concurrency bugs, and
app profiling. Third, we present a static analysis that has found a new class of
Android app errors we named ”resume/restart errors”. Finally, we show how
static and dynamic techniques can be used to find and reduce the security
risks posed by Android apps.
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